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Cyberbezpieczenstwo, dane i tagcznosc jako fundament
stabilnosci i rozwoju sektora morskiej energetyki wiatrowej
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Powitanie
Agnieszka Kielbicka, Dyrektorka Sprzedazy i Rozwoju Biznesu, Orange Polska;
Jakub Budzynski, Prezes Zarzadu, Polska Izba Morskiej Energetyki Wiatrowej

Wyzwania branzy offshore z punktu widzenia operatora telekomunikacyjnego, integratora,

firmy technologicznej, dostawcy innowacyjnych i szytych na miare rozwiazan IT
Agnieszka Kietbicka, Dyrektorka Sprzedazy i Rozwoju Biznesu, Orange Polska

Nowoczesna tgcznosc, w tym tgcznos¢ krytyczna - fundament bezpieczenstwa i

rozwoju offshore
Mariusz Garczynski, Ekspert ds. Zaawansowanych Rozwigzan IT, Orange Polska

Innowacyjne wdrozenia Orange Polska w sektorze energetyki
Damian Pazulak, Senior IT Account Manager, Orange Polska

Przerwa kawowa

Kompleksowa ochrona IT/OT: zapewnienie bezpieczenstwa technologii

operacyjnych i informatycznych w instalacji farmy wiatrowej
Krzysztof Bronarski, Security Solutions Manager, Orange Polska

Zarzadzanie tozsamoscia, dostepem i podatnosciami: kontrola danych i uprawnien,
petha widocznos¢ ryzyk w ztozonych srodowiskach, kontrola logow i odzyskanie ROI

w kilka dni
Jakub Jagielak, Inzynier Wsparcia Sprzedazy, Integrated Solutions

Cyfrowy Bastion i Al Ready-Platform — bezpieczna chmura i architektura
Bartfomiej Zalewski, Kierownik Wydziatu Rozwigzan IT, Cloud & IT Infrastructure. Integrated Solutions

Rozwigzania immersyjne jako innowacyjna wartosc dla firm

Andrzej Urbanczyk, Ekspert ds. Zaawansowanych Rozwigzan IT, Orange Polska;
Mikotaj Dolinski, Ekspert R&D, Orange Polska

Od wiatru do chmury: Jak zarzadzac¢ gigawatami mocy bez zatrudniania armii ludzi
Kamil Rojek, Account Executive, Craftware
Robert Kazuta, Head of Sales & Innovation, Craftware

Inteligentny straznik Infrastruktury Krytycznej
Emil Kowalczyk, Dyrektor Programu, Orange Polska,
Konrad Bizior, Ekspert R&D, Orange Polska

Lunch

JayBSC: Aplikacja do monitorowania KPI oraz zarzadzania kryzysowego
kukasz Bober, Business Unit Director, BlueSoft

Wsparcie procesow w firmach z branzy offshore na przykitadzie zrealizowanych projektéw
Barttomiej Lipa, Project Manager, BlueSoft

Bezpieczne wdrazanie rozwigzan Al w branzach silnie regulowanych: Chat Al z baza

wiedzy | translator dla Rezon Bio

Pawet Bura, Board Advisor, BlueSoft
Artur Mironczuk, Project Manager, BlueSoft

o Orange 5G Lab - innowacje w praktyce

Orange 5G Lab tour
Mariusz Garczynski, Ekspert ds. Zaawansowanych Rozwigzan IT, Orange Polska

Zdalny ekspert AR
Maciej Cmiel, Ekspert R&D, Orange Polska

Rozwigzania immersyjne
Andrzej Urbanczyk, Ekspert ds. Zaawansowanych Rozwigzan IT, Orange Polska

Laboratorium OT - symulacja ataku na infrastrukture OT
Krzysztof Bronarski, Security Solutions Manager, Orange Polska

Szkolenie Atak Ransomware w Cyber Experience Center*
Daniel Kaminski, Senior Solutions Architect, Orange Polska

*szkolenie zakonczone uzyskaniem certyfikatu - Szkolenie spethia wymagania naktadane przez NIS2 z zakresu
cyberhigieny i szkolen z cyberbezpieczenstwa. Zgodne z Ustawg KSC art. 8 ust 1 punkt 2 lit.h: edukacja z zakresu
cyberbezpieczenstwa. Zgodne z DORA art. 13 punkt 6 szkolenia w zakresie zwiekszania bezpieczenstwa ICT oraz
odpomosci cyfrowe).

@ Organizator zastrzega sobie prawo do wprowadzania zmian w programie wydarzenia



